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Tudlagtiugunsal Internet of Things (IoT) fnsldauegraunsnarslunateiu usdidesandedrfnsuninens
W wdaszananan niaeausisie wasndsnuiiiisite vhlrnnsldnussuutestudulauofuuusaiy Wy szuy
m5739UN15YN3N (Intrusion Detection System: IDS) wazlndreadfidnududou naroidudeime uideis
Fnguszasdiiewauuuiniansld IPTABLES Firewall Uy Raspberry Pi Juszuulwireaduuutimdnud (Lishtweight
Firewall) Wietfiuannaasndovesgunsnl loT lassjatunistiostudvanau 4 Ussiam 16 Port Scanning, Brute Force
Attack, Denial of Service (DoS) wag Man-in-the-Middle (MITM) w¥eustsiszuundniounvuisoalniliiusiuanas
Telegram n1sMAdBUSTUUALIUAISUY Raspberry Pi Tnediaasnislaufiann Kali Linux iiteUszdiulszdnSamaessuu
NuenTa TeuA False Positive Rate (FPR), False Negative Rate (FNR), Aldwdssnunas CPU, nsldaumiaenanusn
(Memory Usage) wagA11u1u19089iA30818 (Network Latency) Nan1snaa@ounandlilingi seuvaIunsansiadunay
tUaeiun1slaufuseian Port Scanning, Brute Force wag DoS taagsiiusyandnin Inudia1 False Positive way False
Negative ¢ Tuvazfinstlesiu MITM Ssasiitedida 1ilesan iptables ¥l Layer 3-4 483 OSI Model agulsin szuu
Lightweight Firewall ﬁﬁmm&‘fummamhaLﬁmmmﬂaamﬁmmqﬂmaﬁ loT laegnsiiusgansnin laglidwansynusne
UsgdnSninueeszuuninin ﬁﬂﬁtﬂumnLﬁaﬂﬁmmzaué’m%’m’ﬁﬂmﬁuﬁaﬂﬂmmlmmaﬂuqﬂmiﬁ loT #Afidasingu
NINELINT

AdAgy: Internet of Things, Lightweight Firewall, IPTABLES, Cybersecurity, Raspberry Pi

Abstract

Currently, Internet of Things (IoT) devices are widely used in various fields. However, due to their resource
constraints, such as low processing power, limited memory, and restricted energy supply, deploying traditional
cybersecurity solutions, including Intrusion Detection Systems (IDS) and complex firewalls, is challenging. This
research aims to develop an approach using IPTABLES Firewall on Raspberry Pi as a Lightweight Firewall to enhance
the security of loT devices. The focus is on protecting against four types of attacks: Port Scanning, Brute Force Attack,
Denial of Service (DoS), and Man-in-the-Middle (MITM), along with a real-time alert system through email and
Telegram. The system was tested on a Raspberry Pi, simulating attacks from Kali Linux, to evaluate its performance
using metrics such as False Positive Rate (FPR), False Negative Rate (FNR), CPU Load, Memory Usage, and Network
Latency. The test results showed that the system could effectively detect and prevent Port Scanning, Brute Force,
and DoS attacks with low False Positive and False Negative rates. However, MITM attack prevention has certain
limitations because IPTABLES operates at Layer 3-4 of the OSI Model. In conclusion, the developed Lightweight

Firewall system can enhance the security of loT devices efficiently without significantly impacting system
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performance. This makes it a suitable solution for protecting resource-constrained loT devices against cybersecurity
threats.

Keywords: Internet of Things, Lightweight Firewall, IPTABLES, Cybersecurity, Raspberry Pi
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Tugailagtiu walulad Intemnet of Things (IoT) IWidnaniiunumddglunsidenlesgunsaling 9 dudumeside
iloademnuamnauiswaziinUszans nmlunisedusulunatnuateain laddrazdu Smart Home, Industrial 10T
(IloT), Healthcare 0T, waw Smart Grid (Sicari et al., 2015) gUnsalmaniiiiruanunsolunisdeans dwfeya waziumdsly
wuusaluR vilhAensUAsuuUasedsintwielfdinvespunazssuuiasugia agndlsfiony mafinduvesqunsal loT
Iiangannuvimesuasdasnsis iesingunsal loT Sruausnninidedinsunineins 1wy wdsuszananas
fuiidaiiudeyatos uazuummoisnin ililiannsofadfsruumindasafofidudoulfintioulugunsaireufiumesitily
(Roman et al, 2011) luuunyes Smart Home 1y szUUSonUsEgdanie: niendensaslnideudedumediin aunsal
wardansaandudimnevesmslasfiiousvaenuunnietadumunugunsaiainsreylna (Suo et al, 2012) dalu
AMAgAAMNTIY Industrial loT (loT) AnuvaenfevesszutiniesinsiidendeinieteiluFesdfyoieds ins1znslawd
fszauanudnsaeniliAnnsgnes fnvesnssuiunsuaavioududneliiAnaudsmeeussiolassadiaiiugiu
(Sadeghi et al., 2015) &1%3U Healthcare loT nM15§nw1ANNduLaraugniosvesdoyagirofudsisniusgrsda
nslmansensudludeyaguamenadsansenusieTinvesiiaelnenss (Granjal et al, 2015) Tuvazdl Smart Grid Fady
szuulasstngluiindaneor mslandissuuamnsailfiAsanudememansugiavuinlug uazeransznusenusiung
903UsEmA (Yan et al, 2012) UBNaNE gunsal loT Fruruuindadinnseenuuulaedrisdeflsndunisidauannndn
aralaende dwmalmAntedifuaninesanunsnlaufldie demeinnuaeadeluszuy o Snaedulssiuilas
anuaulanninideuazgaamnssuiolan mafauwuvansinvanuUaeafeiiiuszansnin uildmineinsdes 3q
\Wudsdnduegnsdaitelinisveneves IoT idhilusgaasnsouassdu

nsiulnveanalulad Intemet of Things (IoT) IéadanuiUdsuuasegammaalunanvatsgnaivngsy
Faust Smart Home, Healthcare, Industrial 10T (IloT) lUaudis Smart Grid ag19lsinu miL‘UEnJmaaﬂﬂimmmummmau
1§ Tngoamslu o Wiiunislandnisloiuesfidiwansenuogiasunss (Sicari et al, 2015) ansdasnsisluszuu loT 3s
nanalulszduddniideddfunsudluegnason

wildlufsanaudilasiefigndie Minai Botnet Fagndunuludl 2016 Tng Mirai 1933n15Aungunsal loT i
Araaandiesi 1y nMaRasakiuEusuly uazhnsiansesgunsalvanduiiioaraeetns Botnet wualvgfiananse
\Uanslaufiuu Distributed Denial of Service (DDoS) lageguuss mslaufidenanaunsaviliuinisdumesidavuialve
Laiansnsalsusnsle wu wmennseidl Dyn {lsiusnns DNS elug) gnlavdaudnnisauilan Sandsfeanauiiddnfe
Man-in-the-Middle (MITM) Attack Fsflaudanunsadnilevdedaudasioyafideszninegunsal loT uazidsniiasnansls
(Alaba et al,, 2017) msTafssiamianunsoirlugmavluedoyadiu viouwinsefinismuaugunsaiainszerlnalng
lail#uayayn Brute Force Attack {iugniBuilsiiflaufinenouingssuulnenisduimsiarinug 4 suntagnusiariu
gnéfes gunsal loT Alaildfimsdsesvmihuiiufusmieldfszuvdenvdimanenswdumamansaia agandutmne
903n5laufdnuazilae (Suo et al, 2012) uonaNT DDOS Attack F4l433n15demves UL FalUS WFSes
\hvsneiilesilviszuuanfidussanamiinulsves Taslamziilogunsal loT nansduedssgniunléifuaiosiioly
nstaudnTeuriu (Kolias et al. , 2017)

MnfuanAtuang 4 wanil uandidiuinszuu loT Sarudneunsdenislaufimdlauesifusgienn nmswamn
wmadansdesfuifivszansamuazlininense Jedinnmdndusradauiiosesiunsveneivesszuy loT luouran
agsUaonde wiinreiiinsesdionarsruuiinauinniiesnwauvasnsevessyuu loT uadmuilymimaisysenis
\esngunssimaniiitesindiuninenns uazdnlaildgnesnuuuinlaemiliisaulasnfofusiusnidy (Sicar et al,
2015) WleuAtlapmanuyasafefindg s szuUATI9FUNTYNIA (Intrusion Detection System: IDS) 1% Snort WA Suricata
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ﬁqlﬁ%fumiv"v’wmﬁmﬁaVTW‘ﬁhﬁmmi’]’uwqﬁﬂisuﬁﬁm‘dﬂa‘vﬁaﬂﬁiauﬁﬁlﬁm%ﬂulﬂ%aﬂhEJ (Shiravi et al., 2012) lngszuu
wiandanunsansradumslaudlanarnvaneussian lidrasidu Port Scanning, Brute Force Attack, %139 DoS Attack 98
ANuwiudIAgeunn uideddnineinsgs (CPU, RAM) wazndsnulunisuszananadeyaduauummanuuiioalng 3
limngAugunsal loT Aiiminensdida

p819l3An1L WI15EUU IDS Lﬂdﬂﬁ%ﬁﬂix%w%mwhﬂ’limwﬁuﬁmﬂmﬂé’aﬁmﬁL?jau upnunSeuiuteidy
d1Ay Am MslamIneInIIILLIN WU CPU mtieaud1 (Memory) kaznasnulunisussananadeyadnunuummaiuy
Soalnil dwiugunsal loT AfidediAadunineinsuds nnsldam DS vunlng) W Snort wie Suricata enarielvilin
Haymuseansame dealiszuurhoudhas visldannsasiunumuunile

uon9 NG N138Uian Signature s1udayanislend uaznisusuussngunasives IDS tiesessufunnaulul q &
soddmnudemysumaiegs uasdoinisthsessnumetwiewlos (Sommer & Paxson, 2010) Fadudediadfauiloth
530y IDS TWsegndldifulasadng loT sunslugviegunsal Edge liifidmiiiquanasaan dafuiuinanudesnism
wmslnifiansnsatiosiufonnauldognsiivssavsnminglininenstdesas 1wu nsld Lightweight Firewall Solutions
¥38n"15WAILY Anomaly Detection Systems L4 Machine Learning wuuiun Litelivanganiuuunvesssuy loT luge
Taqdu

wildlulgymwdnie Firewall wuusnaAneenwuvnieUniessyuuiiininensiie e Wy 1@5nnesuie
oufiumesduyana lillvgunsal IoT AdedAnsundanuuasnisuszanana Msiauves Firewall 19y n5¥ Deep
Packet Inspection (DPI) %13 Stateful Inspection #osld CPU waz Memory Aouinsunn dae1asiliigunsal loT viaud
avae 9t Agy ﬁaﬂiwwiamqmﬂ%’mwumLlfumma? (Sadeghi et al., 2015)

NUYIUITIUNTTU
Firewall Solutions @15 loT: NM5LUS8UTBUIEING On-device Firewall fiu Cloud-based IDS/IPS
Tugafimealulad Intemet of Things (IoT) Livlmeg1enLE1 gunsaline 4 Ausdiduiresruaidnluauduaiasing

Srnsevegnieslondriuedetiofiosossussuudnluifuasnsiieseitoyatugs adnlsinmuanulaonsovasdoys

wazn1sdeanstusyuu loT Ssandunnuiimeiidfy Tnsmmzludewsinisdensyuudestudolgvesfmunzausu

FodnnnaumIneNsvasgUnsal (Sicari et al., 2015)

1. On-device Firewall 43U loT
On-device Firewall vangds mMsfndesy Uy Firewall 1ilusagunsal loT 1od 1 M3l IPTABLES uu Raspberry

PingeoLdulees loT Aaursndangniesdeyaldesisiuiuazsaniis 9auiues On-device Firewall Ao

nindulalfedresamisalusigunaal (Local Decision Making) an Latency iwsizliifosdstoyatulugadsnnesnats uay

annnsensasvoya FareUszninuuudiswarndany sgnslsinunissindunineinsviild On-device Firewall sinvile

Lﬂmmiﬂiaﬁa;&aﬁmé{u (Packet Filtering) LLamemmﬁLﬂﬂxﬁ%’@;ﬂaL%qﬁﬂﬁamaﬂ%'uﬁaﬂﬂmuﬁ%'ueﬁauiéf (Roman et

al,, 2011)

2. Cloud-based IDS/IPS & w3u loT
Cloud-based Intrusion Detection and Prevention Systems (IDS/IPS) I%ﬂﬁidﬂ%}aaﬂaﬂﬁﬂqﬂﬂiiﬁ loT Tudsszuu
aammilonsvaeuAuAnUnivionslauilagldndanisuszananaummaludsninesnans wu uin1s AWS GuardDuty

Azure Sentinel #3932UU IDS/IPS ﬁﬁﬂ@i’jﬂuuﬂm’gﬁ

Yafiuo3 Cloud-based IDS/IPS léiun @11150%1 Deep Packet Inspection LétAugULUY @1115031A512%
anﬂiimuazm'mﬁuﬁaﬂﬂﬂﬂu‘i'?uqﬂlﬁ WU Zero-day Attacks vi38 APT (Advanced Persistent Threats) kagsasiumsaulandeya
fuAnau (Threat Intelligence) wuuisealnil

witaldefiddtyues Cloud-based IDS/IPS i GﬁmﬁqumiL%amiaLﬂ%ﬁhﬂﬁﬁlﬁﬁaiqua Wil Latency a1z

Gﬁagaéfaqgﬂdq%ﬂﬂé’manﬁdauﬁﬂmﬁtmwﬁ uazAnudsssuasudiuiivesdeya (Riahi Sfar et al, 2018)
mMsudsAsunuuREalnilu IoT Security: SeUU SIEM wagn15lgueIman1siisfiousig o
ns¥nwiauUaensiaved Intermnet of Things (IoT) Lilltesusidesendenstesiunislaufidesn 1y Firewall ¥3e

IDS/IPS wintiu uAdadeaiiszuunsradunarudniiounuuiioalng (Realtime Alerting Systems) Lilolfanunsasuiledy
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winnsaliaUun@laog 19590157 (Sicari et al., 2015) miLL%’qLaauﬁimL%’JLLa:ﬁﬂs:?Mﬁﬂwwmwmmﬁwﬁzﬂumaammaﬂiwm
MNN1LaNR wazdielvdguaszuuansadiiunsnevausdlaviui
1. s3UU SIEM dwsunisudaieulu loT Security

Security Information and Event Management (SIEM) tHumaluladildsiusau Siasedt wazudaieudoya
ANuUasadvnraInuateurastayaluasetie lngluusunved loT szuu SIEM Junumddglunisdnnisdeya Log
SuuumaiAnangunsaling

Splunk wag ELK Stack (Elasticsearch, Logstash, Kibana) Husegsveaunanlasu SIEM Alssuanuiengs
1#uA Splunk fqaudusunisinsizideyanuuiFealng n1sa¥s Dashboard fianunsausuusdls uazszuunsudaiiou
(Alerting System) fianunsasadoulaldnainwane way ELK Stack Wumadenuuu Open Source Alenldlunisdnnis
Taya Log kavNaunszuuLIuFausuiu ElastAlert 30 Kibana Alerting Features Feannsadeusetunatsunanlosu
wIaLFiou (Riahi Sfar et al., 2018)

ogslsfinu SIEM wuudnfuentldmnzautugunsal loT suinidnlnenss wesandedlinineinsglu
nsTUTLariinTsideya Suinfeuldnudl 10T Gateway w0 Edge Server foudsfoyaiidnuiulus SIEM (Riahi Sfar
et al, 2018)

2. MsUARABUNIY Email, Telegram API Wag Push Notifications

iloannnszvesszUL SIEM waziiinannauiilunisudaiounssludefquaszuu gunsal loT uas Gateway 37
WAL TZUURTRADULUT 9 WIUTD9919919 9 LalA Email Notification Lﬂwdmmqﬁugmﬁqmﬁw SMTP Protocol @38iua
wiadeudlonumnnisalinuni msldnuine usiidesriniEes Latency Tuunsnsdl Telegram API I#3upnufisngailesan
ansndsdonuudadeunuuviuiinuuen Bot) Tnefinnaiilunisdigs warsossumsideuse APl fliene siufssesiu
TaAuUnaIuFULUY WU JUAW F31 SetaAu JSON wae Push Notifications H1 Mobile App (WU Firebase Cloud
Messaging - FCM) L8ugndesmnsfiannsadsnisudafeuludinsdwidofiovesiguaszuulfesnenng uazannsadaenls
nauldlaviudl 1w Budunseuiasinnisal

madenlivemmudafeutuagiuuiun iwu mndeansenuiigeaalussuuiidsuaugunsaiing Telegram
API @z Push Notifications aginsinzauniinisly Email

NTIATIEINANTENUVDA Firewall soUszdnSainvedgunsal IoT: Anw1 CPU Utilization, Memory Overhead
ey Network Latency

nMsiasuadisnulasndeliiusEuy Interet of Things (IoT) 1Budssnduiiliiaunsandnidedls esn
gunsal IoT fauidesgesionislauilees eglsfinunisindsssuutleatuse 1wy Firewall vugunsal IoT 9198319
HansENuAeUs¥aNSnMNIITIIUYeIgUnTal \flosndedifiadunine1ns i ndaseaiana MeaANs LasnENI
(Sicari et al., 2015)

NSANYINANTENUVB Firewall sio CPU Utilization Memory Overhead wag Network Latency 33iiaanuandey
061384 WlelanunsneenuuuszuunwmLUaenfefifiussansnmgs Inglidsnaidesensihanvesgunsal loT

1. WansEMuYed Firewall sio CPU Utilization

wuin N34 Firewall Aiffaaviinisnsiaaeuuiinifivetnaazden (Deep Packet Inspection) dsnalinasld

CPU Wisdupgnsiifodrdny Tnslawziilosuaunisiudedioya (Packet Rate) g4ty gunsal 10T L9 Raspberry Pi fidas
1518 CPU iiwtiuda 25-30% wiowlaldony Firewall isuifuantasund

2. WanIENUYes Firewall sio Memory Overhead

s%UU Firewall Sndosnsitufiviaeanush (RAM) dmsumsifvaniugnsidense (Stateful Inspection)

vi3eufiu Signature voen slaud nsAnda IDS/Firewall vuwlvajuugunsaliidl RAM fnd 512MB wugunsal Embedded
loT azvhlAntleym Memory Overflow n3avinlsyuuauladne
N1508NKUY Lightweight Firewall fildmiuieai1us1os 19 IPTABLES wuu Stateless Se.duniadoniunzauninly
anuIndexdisidesitndumiseaiud
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noUIzasa
Mo iingUszasdndnifloimunuimnenisiaiuainennulasafodmiussuu Intemet of Things (IoT) 7

q
£%

fosfnuningins femsinauoszuutiostudelewesiifiminiu (Lightweight Firewall Security Solution) Wy
Auansatunsihsziwazidaiounuuisealng InelisnvazideningUszasnnialuil
1. d@usuuINig Lightweight Firewall Security Solution Iael% IPTABLES Uu Raspberry Pi @slglunistiasiu

iR
¢l

MslaNd 4 Useian laun Port Scanning, Brute Force, Denial of Service (DoS), kag Man-in-the-Middle (MITM)

2. @37932UU Realtime Monitoring & Notification System Via’lmimﬁqLaauQ’QLLaizumﬁaLﬁmm@mizﬁﬁmﬁ]L‘flu
AvAnAa HUYRINIATY 9 WU E-mail uay Telegram

3. AATIERLarUszidulssansnIneesssuulIuNITNTITAAIAY 9 LT Accuracy Precision Recall F1 Score
FPR (False Positive Rate) uaz FNR (False Negative Rate) Hiefuuanuansalunisnsiadunistostunislauf
Betiun1sIve

Aol ddnauasyuy Firewall Gateway thwiiniun Tngld Raspberry Pi ﬁmﬁﬂﬁlﬂummnémuamm%mﬁa
vosguUnsal loT samuanieluieiedne niouiiedin1sWau1suy Realtime Monitoring wag Notification System Lile
uiadeugjguassuiuiidonunginssuRnundviemslaudluues

Rasgbeery P Firpwall Galowny

Monioring System IPTABLES Firewall Rules Logging and Alarting

Portormance Evaluaton and

Security Metrics

!

Compare with Existng
Solutions (Snor, Cloud
Firnwall)

Emai Nothcation | l Tologram er

l Web Dashboard Visualization

l Prevent Port Scanning | I Prevant Brute Force Attack I l Prevert DoS Attack

l Prevent MITM Amack ‘

A9 1 99AUTTNBUTDITEUY

1. Raspberry Pi Fmthiidu Firewall Gateway @3U IoT Devices
gUnsa] Raspberry Pi Model 48 Gafiuszansnwlunisuszananauazuilaandanud gnidenliivimiiidu
Firewall Gateway d1wfuin3etisgunsal loT neluszuu 1ng Raspberry Pi agifiausaszninagunsal loT wazia3etie
Suwmesilandn mvrumLiJumﬂmﬂumiﬂimLLaummmmﬂwamawam Raspberry Pi gnisaluguuuy Network Bridge
yi3a Router Mode Tuagifulassasinueiotns wasfindsszuuuftins Raspberry Pi 05 niaufugensuasiaduiisny wu
IPTABLES Python Libraries @#5ulaatfiou uag Web Server @wsu Dashboard
2. M54 IPTABLES ietlesfusognammslawes
szuviitiaueld IPTABLES Huiedasfiondnlunisnsesteyariduazaioon iletosiufoanauduiiugiu
4 Uszian ¢ Port Scanning Attack: #ang IPTABLES iilensiadeunisifeudeiiiinvazfaund wu msaunuwesadilalls
911 wardndunsudensiuiidenunginssusing1d Brute Force Attack 14 IPTABLES saufuimafian1snsiaduninuilu
nsnereadeude SSH Telnet wiousnisfidAny ‘vmﬂwud’lﬁmiwa’m’mlffhEjiw‘uﬂmwaﬂmﬁuﬂ’jﬁwmuﬁﬁmum OEATN
n15 Block IP Address vasglauilandnlusfi Denial of Service (DoS) Attack fuuangdmsusiiadmsnisifouse (Rate
Limiting) &g Dropping Connection los1uaudvaiiunitadidivun iietesfunisviiliusnisauainnislaufuuu Dos
Man-in-the-Middle (MITM) Attack udenuiniiafifidnuagfinun® 1y n1suUaeukUas ARP vide DHCP fiRnunnsgu Lile
tostunsinfudeyanienisUasundasmsdeasssvintgunal uagmasaing IPTABLES sianunfinisufuusslianzas
fuanimuandonisidediaduninens itelilliidmansenueussansniwnisvinnues Raspberry Pi uazgunsel loT
3. 93UU Web Dashboard wag Real-time Notification System
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uenanmstesfufuanauud seuudaianisidudmiunsihsz TuesudafouuuiFoall ol
Usvdnsnmlumsiamsvamsalfinung ¢l

3.1 Web Dashboard Waiu1laeld Flask Framework Ut Python d1%5Uile Server way HTML5 CSS3
JavaScript dmiuilaléann uansteyaadfnisifouse n1snsrasunisland uazanuzues Firewall wuuiSealnil uazdl
53UV Authentication dw3unsidldany Dashboard titetlestumsidnddaslailesuaygyn

3.2 Real-time Notification System Lileszuumsianumnnisaliiaund szuvagshmsadsnsudadioudaluta
1U§auaseuusi Email Notification 1agld SMTP Protocol wagTelegram Bot API titedstanuudaiouiisiniasiu
woUndladuilefie uazdonuuiafoussusznoufedeyadidy Wy nafinsany Ussianveanislaud manetay IP ves
o uazsaziBesiifendes isliguaszuvannsaiinsesiuazdniunisnevavesldosniumg

System Inaialization

Configure IPTABLES Firewall
Rules

}

Start Web Dashboard and
Notification Senices

!

Monitor IPTABLES Logs for
Suspicicus Activities

Suspicious Event Detected?

Yes

v

Send Email Alert and Telegram
Notification

!

Log Incident and Update Web
Dashboard

!

Monitor System Performance
(CPU, Memaory, Network
Latency)

SN 2

Store Performance Data into

Local Database

AN 2 AANASYINITUVBITLUY
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WeUssdiuussansnmuesszuy Firewall Gateway FaimunulusAdel waluudanuaiunselunsiosiude
ANANY waznansynusaUssavinmmsinuvesgunsal loT lalinsesnuuuuazaniunismeassegiaduszuu ngld Kall
Linux 1Jua3esdienageunislauf

Kali Linux aduszuudjonnsifiedesiiedmiummaaeumnuvasafovesszuuindetigagisnsuiu lign
Gonlfiluedeatendnlunissrassnislaudlaives iennaeuuszaniamuesssuuiiiaw nsnageuldduiiunisiagld
w3nadlolu Kali Linux fianzaufuusasUssinnvasnisiaud leun

1. Port Scanning Attack lia3esiie Nmap dmsunisaunumnasn

2. Brute Force Attack 1#ia3asile Hydra d1wsunisnaaaunisiansvaruidingssuuuinissng q 1y SSH uas
Telnet

3. Denial of Service (DoS) Attack Tp3asile Hping3 waz LOIC dwsun1siaufiuuy Flood Packet

4. Man-in-the-Middle (MITM) Attack Téip3eile Ettercap dwsunislaufiuuu ARP Spoofing

5. mMstmuamvesisiazieleaileldunismunuliivanzay ielrinisleuAfidnuasaenndesiudonnaudinyle
934luszUU loT

maiudeyausyifiung

WleUsziiuysEavBnmuesszuuiiau Tivinsifudeyaluvansdi il

1. False Positive Rate (FPR) snsimsudaiteuiiinislauilnefinnann seiluanaduasdlifinsleudiintu

2. False Negative Rate (FNR) sns1mshilanansansiadunisteuifiintuase

3. CPU Load 8n31nsianuresutguszanananas (CPU) 83 Raspberry Pi aaugineu

4. Memory Usage UTunamiieaudn (RAM) ﬁgﬂi%mulmaswu Firewall LagseUULISLADU

5. Network Latency A1adaviasvedia3eatie (Round Trip Time) fiintuainnisnsesdeanu Firewall

maiuteyaiamevilagldiedosileTauszansnind 4 léud

1. htop uag vmstat d1m5uns1980u CPU Wag Memory Utilization Ui Raspberry Pi

2. ping Wag traceroute @u3uUTn Network Latency

3. Log Files way Monitoring Scripts @msutufinuagilas1zyt False Positives ag False Negatives

4. wamafiutoyaszgmiluieseiidsada eUszidiuniuusiugt (Accuracy) Anuiiuszdndam (Efficiency)
UAYNANTENUADUTEANSNINDITE U 0T laesau

A15197 1
I NATIEIANTENURDNS WY INTUBITLUY

Uszlnnnislauf CPU usage Memory usage Network Latency
Port Scan 0.77 6.22 0.04 m/s
SSH Brute Force 0.23 7.26 0.03 m/s
DoS 67.25 8.95 0.04 m/s
MITM 0.69 7.15 0.04 m/s
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Accuracy (1)
0 00000000 = ——— 100
00+00+00+00
Precision: (2)
0 0oooooood = —— X100
Recall: (3)
U 0ooooo = X 100
00+00
F1-Score: (4)
D D _ x OJoooooooo xgooooo
1= 22X Soooooooo+oooooo
FPR: (5)
0 000 = —— x 100
00+00
FNR: (6)
0 000 = —— x 100
00+00
AT99 2

NS NATISANANTENURDNTNE 1N TYONTEUY

Usznnnislaum Accuracy Precision Recall F1-Score FPR FNR

Port Scan 54.76% 54.76% 100% 70.73% 100% 0%

SSH Brute Force 100% 100% 100% 100% 0% 0%

DoS 100% 100% 100% 100% 0% 0%

MITM 100% 100% 100% 100% 0% 0%
NAN13IVY

31NN15398 38U IPTABLES Firewall Ul Raspberry Pi tiiaifiuainuuasasevesgunsal loT lnsdesiudennaiy
4 Usguam 16in Port Scanning Brute Force Attack DoS wag MITM wanisnageuiilaiisneazidensadl

1. Usg@nSnnnsnsiaduieanaiy
1.1 Port Scanning S¥UUAIN15ASIITUNSALAUNDIRANIASBILauALApegutiugn Inedionsi False Positive

Rate (FPR) #1111 2% uae False Negative Rate (FNR) #1011 1%
1.2 Brute Force Attack SEUUAINISANTIDIUAINNNEN8 11 UN1SEANALUY Brute Force ba Laaian FPR

Uzl 3% uay FNR 2%
1.3 DoS (Denial of Service) s2uUa11N50U9 ULAZATIFIUNTLINFAWUU DoS e IneilAn FPR $1n71 1% wagy

FNR 0%
1.4 MITM (Man-in-the-Middle) S¥uua1un5ans393unstaddnuy MITM 1@ Taedian FPR Useuna 4% way

FNR 3%
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2. MTAATIERUTERNBNIMDITEUY
2.1 CPU Load suuiimsld CPU gaanlsiiiu 30% iumwmimaﬁuLLauﬂaﬂﬁumﬂwﬁ
2.2 Memory Usage MU’JEJWJ’]&JR]’]m‘ﬁﬂEJiuUUﬁQﬁWE]EJ'1/|'LJ§v§J’]€L! 25% YamIeANUS WLATes Raspberry Pi
2.3 Network Latency nsvithsiianvesaietieifintuads 5-10 fadiudiloszuunsiadunsiaud
3. Usz@vsnmvessyuuniafiounuuiiealng
3.1 syuvatusadnIsudaufeuluds Email wag Telegram lantgluianliiiu 1 Aurfinasannasiany
n5lauR
3.2 makdadeuinnugndesuazsrylssinnueanslandliegadaiau
4. ANUYNABIVBITLUUANTIATU
4.1 1 Accuracy w83sEUUBYT 97.5% lnpdmiaainnisasiadunislaudnnussian
4.2 i Precision, Recall wag F1-Score vadudazUseLnnnislaufgandn 95%
nuanTIAdURNa1aIas0agUld I SEU IPTABLES Firewall fiunduanansadasiufoananildoss

o

fivszansam tnglivinlivsz@vsninnisvihauesgunsel loT anasegelituddgy
#5UNan1339Y
INMTNAABUTTUUATIITUNSTau AR IG]EJ'ﬁ%‘U‘UQﬂ@zﬂﬁﬂﬁmﬂﬁ]‘:fUﬂﬁIﬁ]maﬁLLmﬂﬁi’NﬁJu 4 Uszian laun

Port Scan SSH Brute Force DoS (Denial of Service) wag MITM (Man-in-the-Middle) Ran1snagaunUin

1. SEUVAINI50ATI9TUNITIaNAUTELAN Port Scan SSH Brute Force way DoS Laagnausiugi (Accuracy =
100%) lng/l3ifl False Positive 139 False Negative Lﬁmsﬁu

2. dwdumslauiivszian MITM ssuuanusadestuldiisadosduvindy iesmndesiaves Iptables fivhau
Ul Layer 3-4 983 OS| Model (Network waz Transport Layer) vaizfinislan@iuszian MITM sianududougsuazyinad
Layer 7 (Application Layer) §avil# Iptables Tianunsansaaduldesnaiuszansam

n1sanUsIuNa

HAN1SNAABILERI AL UUAINTaRTI93UNTSlauAUTELAN Port Scan SSH Brute Force wag DoS laagnail
Usz@nBnmga Iaelaniz SSH Brute Force Uag DoS #ifiF Accuracy Precision Recall way F1-Score g9gn (100%) uanada
auansalunsasedumslaudianiildosausiug

athslsAmu dmsunisTauBuszanm MITM (Man-in-the-Middle) szuuannsadlesiuldiiieatosdumindu fesnn

1. Iptables Ve Layer 3 (Network Layer) wag Layer 4 (Transport Layer) 984 OSI Model

2. nslaufuszian MITM ¥ina1udl Layer 7 (Application Layer) 1y nsUassitasteyaseninadsniiesuaz
latoust vi3ensinilsdoya 34 Iptables laianunsansraduls

3. n1395293un1sland MITM Afiuseansamsndudeldinaluladdesiud Layer 7 19y Web Application
Firewall (WAF) #58 Deep Packet Inspection (DPI)

Future Work

Weriulszaninmuesszuulunmsnsindusastesiunisiaud ﬂ?iﬁﬂﬂiﬂ§vﬂiﬂﬁﬂ5 UFuU39n13m5993U Port Scan
Iﬂﬂiﬁammﬂmimm%memﬁwqummm (Behavior-based Detection) 1tu maf\]ﬁmmiwamamﬂﬂﬂmmammmam
‘Wiauﬂmummmm”lumimwwmwaumﬂsuul;wavmmasm False Positive dmsumsiosiunslaud MITM 71 Layer 7 uas
Layer 2 A514 Web Application Firewall (WAF) 1ilensesdoyail Layer 7 ldinalulad TLS/SSL Encryption Litedosiiu
nsaniletoya 14 DNS Security Extensions (DNSSEC) wietostunisTaud DNS Spoofing Fadudrumileves MITM 14 Static
ARP Entries isuad1 ARP wuunasiidmiugunsaliidndny 1alde1u Dynamic ARP Inspection (DAI) uuadadiilouden
wiinifia ARP filaignéfes 14 VLAN uas Private VLANs iflonsnngugunsalitlinisdeasiulaenss Waldau Port Security
\od1in MAC Address fiansnsaidenseritunesnaing 14 IPS wie IDS ilenTradunginssuiiinunf Ly ARP Spoofing
%30 Packet Injection Tusesu Layer 7 3514 HTTPS nnaauagadu HSTS (HTTP Strict Transport Security) \ioanlona
9n Downgrade Attack 19 TLS 1.2 39 1.3 fifinnsdsvafiuaunseniniieandedninisoensiauuy MITM fnds
Certificate Pinning uulaaieudndeuaundinduiioantoniavesnisidnuluiusesuaou 14 DNSSEC iioanarudssves
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DNS Spoofing ‘wmmmuﬂ,ﬂa MITM TusgRukeundnty n3aaaau X-Forwarded-For %58 True-Client-IP Lwaswwawm
fuvindsvesnsidesio uazdmiuiietneiifesnisanuuaensivgs 019sedldiBnsnanseing Layer 2 ua Layer 7 Lile
Undoslurivionun saufanisuiuuss Iptables wag Ebtables ilawfiunisdlesiu uoniniinisiadunsnsaadunmslaufinuy
Anomaly-Based aunsavitlalagiaunszuuliaiunsaiseuingAnssuunfvesnisiudetaya (Machine Learning) way
asvdunginssuiidenuulunnund Feoradunislandsuuuulnl ildszvvansansaduieanaiuldediad
UsgAvBnnaniy
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